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Abstract
With their ubiquity, mobile information systems (IS) may be used in ways that
challenge the dynamics of organisational control, forcing IS scholars to revisit the
panopticon metaphor and possibly offer new conceptual tools for theorising
about information technology (IT)-based organisational control. Yet little IS
research has offered critical reflections on the use of the panopticon to represent
the control potential of mobile IS. This study investigates whether the way
mobile IS are engaged in the workplace reinforce panoptic control systems or
generate other types of control logics, requiring another conceptual lens. A
qualitative exploratory case study investigated a consulting company whose
professionals equipped themselves with mobile IS. The study reveals the
emergence of a subtle, invisible form of ‘free control’ through mobile IS.
Although consultants are mobile, flexible, and autonomous, a powerful com-
munication and information network keeps them in a position of ‘allowed
subjection’. Free control is characterised by a shift in the location of authority, a
time-related discipline, a deep sense of trust, and adherence to organisational
norms that the professionals themselves co-construct. These characteristics,
which render such control even more pernicious than panoptic arrangements,
deserve more attention in further IS research.
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Introduction
Our goal in this paper is to explore organisational control in the context
of mobile Information Systems (IS), since the latter may be enacted in ways
that challenge the way firms manage and control people (Munro, 2000;
Martinez, 2010). The properties of mobile IS offer both continuity and
discontinuity, in contrast with other generations of IS. Their communica-
tion capacities (connectivity, portability) (Mazmanian, 2013) provide means
to perpetuate certain practices and management methods, such as task
allocation, process standardisation, and activity control (Beniger, 1986;
Zuboff, 1988; Kallinikos, 2005); but their liaison opportunities also pave
the way for new means of communicating, exchanging information, work-
ing, and managing, beyond traditional corporate space–time frameworks
(Prasopoulou et al, 2006; Hislop & Axtell, 2011). By calling into question
shared contexts of activity, mobile IS may be enacted in ways that affect the
very foundations of collective action and reshape the established order of
social interactions (Cousins & Robey, 2005; Prasopoulou et al, 2006). Work,
management, and control seem directly affected by the various ways in
which people engagemobile IS (Robey et al, 2004). Management is no longer
confined to company premises but potentially can exert influence any-
where, anytime, even in unexpected contexts. More traditional fixed-line
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telephony already allowed workers to operate away from
company premises; the properties of mobile IS and the way
they are put into practice have considerably extended this
flexibility and revolutionised the traditional time–space
boundaries of organisations (Scheepers et al, 2006). The
ways mobile IS are enacted thus obviously raise new
concerns about control issues and present opportunities
for IS researchers to revisit fundamental assumptions
related to panoptic control systems.
However, the prevalence of mobile IS has not led to

corresponding challenges in the fundamental assump-
tions embedded in classical IS theories (Middleton et al,
2011), especially those related to management and organi-
sational control. The Foucauldian view of the panopticon
metaphor has stimulated IS researchers to study the
relationships between modern IT and the mechanisms
for monitoring and normalising modern organisations
(Zuboff, 1988; Poster, 1990; Sewell & Wilkinson, 1992;
Lyon, 1993, 1994; Webster, 1995; Sia et al, 2002; Elmes
et al, 2005). Foucault (1977) indeed uses this metaphor
(Bentham, 1787/1995), as a prison design, to represent
the disciplinary power of information technology (IT). The
particularity of this architecture is that observers can
watch all prisoners without the prisoners being aware
of that observation, such that the final objective is for
the inmate to internalise the mechanism of surveillance
that the building establishes (Foucault, 1977; Leclercq-
Vandelannoitte, 2013). Similarly, technology has allowed
for the deployment of panoptic structures invisibly
throughout society, as shown by the comparison of
modern IT with ‘electronic panopticon’ (Poster, 1990).
Computer-based technologies make work more visible
(Zuboff, 1988), because they record statistics about work
performed while also increasing the capacity for invisible
monitoring of personal details. Like in the Foucauldian
panopticon, surveillance can be instaneous and constant
in the computer age (Zuboff, 1988). It is thus difficult to
find a publication on control and computer-assisted work
that does not use, implicitly or explicitly, a Foucauldian
approach (Viera da Cunha et al, 2012). However, what has
long been insightful in the context of fixed IS must now be
questioned in the context of mobile IS: Beyond the fixed
systems deployed in bounded environments controlled
by organisations, mobile IS may be enacted in ways that
dissolve organisational boundaries, blur professional and
personal time and space, challenge classical adoption
logics, and redefine the very use of IS. Thus we must ask,
can control systems in the mobile age be reduced to the
Foucauldian panopticon, or does the advent of mobile IS
herald the need for another model of social and political
organisation? Does the enactment of mobile IS in the
workplace support an extension of panoptic IT-based
control systems, as might be enabled in enterprise systems,
or does it induce other logics of control?
In a context in which issues of surveillance and privacy

come increasingly to the forefront of public debates (Lyon,
2007), such questions are of substantial importance for IS
researchers, who need to question the nature of control in

the mobile age, why it occurs, and with what effects.
This effort is important because mobile IS are often
associated with and legitimised by professional discourses
and practitioner studies about liberty, emancipation,
autonomy, empowerment, and the transparency of infor-
mation (Arnold, 2003; Harmon & Mazmanian, 2013).
However, mobile IS also might be enacted in organisa-
tional contexts in ways that induce different control logics
that are not directly identifiable or visible, in contrast
with the well-known Big Brother figure. These questions
become even more crucial in light of an emerging but
growing view in sociology and accounting literature that
questions the ability of the panopticon metaphor to
inform analyses of contemporary control systems
(Haggerty & Ericson, 2000; Munro, 2000; Lyon, 2007;
Martinez, 2010; Brivot & Gendron, 2011). Caluya (2010)
and Doyle (2011) question an excessive reliance on the
Foucauldian panopticon metaphor as a default framework
for theorising about practices of surveillance. From a
sociology view, Lyon (2007) also suggests that other
approaches could shed more light on surveillance phe-
nomena at the societal level. Although Haggerty & Ericson
(2000, p. 607) predict that rapid technological develop-
ments ‘require [researchers] to rethink the panoptic meta-
phor’, IS research has not done so. Our objective is to fill
this gap. The mobile age indeed forces IS scholars to revisit
the panopticon metaphor and their fundamental assump-
tions about IT-based control systems, as well as offer a new
set of conceptual tools to theorise about the latter. Con-
sidering the power of metaphors for making sense of
organisations (Weick, 2001), such theorising is particularly
critical. ‘Metaphors are not only interpretive constructs of
ways of seeing; they also provide frameworks for action’
(Morgan, 1986, p. 343).
Next, we provide an overview of the relationships

between IT-based control and the panoptic metaphor. We
discuss the main properties of mobile IS that may chal-
lenge the view of the panopticon and highlight the
potential of new forms of discipline achieved through
mobile, flexible control logics, which we designate ‘free
control’. We then present our research method – an
in-depth analysis of a business case. We question the
panoptic metaphor through a qualitative exploratory case
study of a consulting company, in which professionals
use mobile IS to perform both professional and personal
activities. Finally, we discuss the findings of this study and
offer several conclusions.

Literature review

A panoptic view of IT-based control
Organisational control helps ensure that organisational
actors behave in ways that lead to the attainment of
organisational objectives. Control reflects ‘the effort exer-
cised by managers, not just to collect and share informa-
tion, but also to use information for directive purposes
with their units: the aim is to encourage or provoke a
general reaction from the people who report to them’
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(Mintzberg, 1994, p. 17). This definition focuses on
the informational dimension of organisational control,
enabled through data storing, processing, and analysing.
Given their capacity to save, store, and analyse informa-
tion flows, IT and IS play significant roles in control
systems (Zuboff, 1988).
Specifically, IT can be enacted in ways that increase the

scope and reach of workplace surveillance, scrutiny, and
monitoring (Poster, 1990; Sewell, 1998). IT generate data
about work practices and provide greater availability of
information in organisational settings, which makes
workers more visible. They enable the development of a
‘superstructure of surveillance’, such that managers can
scrutinise all employee activities and analyse individual
work tasks (Poster, 1990). In turn, the knowledge produced
about individual employees can be classified, categorised,
and measured (Townley, 1993; Sewell, 1998). Because this
control is often unnoticed, the superstructure instils a
deep sense of self-discipline among organisational actors
(Elmes et al, 2005), directly alluding to the metaphor of the
panopticon (Sewell, 1998).
Bentham’s (1787/1995) panopticon prison design,

which directly inspired Foucault (1977), featured a central
tower in a circular building, divided into individual cells.
The panopticon is based on the organisation of bounded
enclosures, or divisible, observable, calculable spaces.
Prisoners have no idea whether they are being watched;
they are painfully aware though that they are being
observed, so the persistent visibility of the guard tower,
combined with uncertainty about when they might be
watched, encourage internalisation of a disciplinary gaze.
The panoptic architecture scrutinises behaviours to iden-
tify abnormalities, compare individual performances, and
induce normalisation. Its overarching goal is to induce
self-discipline in prisoners, whose behaviour becomes
constantly observable. Ultimately, the prisoners become
self-disciplining participants, because of their expectation
that any act of disobedience can be seen, revealed, and
sanctioned. The panoptic metaphor conveys the senti-
ment of invisible omniscience and encourages self-disci-
pline (Foucault, 1977), to the point of rendering the
physical presence of watchers all but redundant (Brivot &
Gendron, 2011).
In an effort to designate the potential for centralised

surveillance, prior IS research has considered the panoptic
metaphor as archetypal of IT-based social control
(Willcocks, 2004). A parallel has been drawn between the
panoptic metaphor and the intensification of surveillance
through the application of a wide range of IT in society:
surveillance technologies (Lyon, 1993, 1994), information
and databases (Poster, 1990), enterprise systems (Sia et al,
2002; Elmes et al, 2005), inter-organisational systems
(Webster, 1995), and discipline and technologies at
work (Zuboff, 1988). The enactment of modern IT into
organisations introduces a ‘panoptic gaze’ over individual
employees (Sia et al, 2002), as shown by the emergence
of an ‘information panopticon’ (Zuboff, 1988), in which
IT supports the potential for continuous surveillance.

Observing the accelerated development of databases, with
the concept of a ‘superpanopticon’, people continuously
produce surveillance data through their daily use of IT
(Poster, 1990). Furthermore, because employees know that
their actions are more visible to others through their use
of various technologies, they engage in self-discipline and
self-control (Elmes et al, 2005). Most technologies are not
designed primarily for surveillance, but they can be
engaged in ways that increase the potential for control
(Brivot & Gendron, 2011) and enable classifying, organis-
ing, and constructing reality (Willcocks, 2004).
Although the panoptic metaphor has been used primar-

ily to explore the control potential of automation technol-
ogies or enterprise systems, based on the search for
productivity (Poster, 1990; Webster, 1995; Sia et al, 2002;
Elmes et al, 2005), recent IT developments have reinforced
the concept of a control revolution (Beniger, 1986); that is,
the use of more powerful IS enables employers to monitor
employees inexpensively and easily (Sewell & Wilkinson,
1992; Weckert, 2005). According to De Saulles & Horner
(2011), mobile technologies are often engaged in ways that
extend the panopticon principle, which they term the
‘portable panopticon’ – characterised by its mobility and
use in both private and public spaces. However, the ways
mobile technologies are enacted also give a new twist
to the panoptic metaphor, in that they enable people to
turn the gaze of surveillance back at the establishment
(De Saulles & Horner, 2011). Different local–remote con-
trol configurations might emerge from mobile IS use
through the multiple sources of control and contradictory
motives that play into mobile computing actions (Wiredu
& Sorensen, 2006). Moreover, various trajectories of use
might emerge from the way people engage mobile IS in
practice, which lead people either to expand permanent
accessibility, constant connectivity, and social control or
to circumvent this trap (Mazmanian, 2013). They might
invoke various tactics of personal choice or personality
when accounting for relationships with mobile devices
that manifest total connectivity and availability to the
workplace (Mazmanian, 2013; Mazmanian et al, 2013).
Considering the specificities of mobile IS, and the simulta-
neous continuity and discontinuity they offer with other
generations of IS, we assert it is time to investigate the
emerging logics of control enacted with and through
mobile IS.

Mobile IS properties that challenge the panopticon
Mobile technologies have rapidly become communication
support systems for processing, sharing, storing, and ana-
lysing data, linking all the members of a business organisa-
tion, regardless of time and place. They provide workers
with almost permanent access to a company’s IS, contri-
buting to the development of mobile IS. Within the vast
scope of mobile IS (Lyytinen & Yoo, 2002), we focus
particularly in this research on the use of mobile phones,
laptops, personal digital assistants (PDAs), smartphones,
and tablet PCs linked to networks that encompass multiple
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information resources. They comprise the ‘network of
interconnected technological, social and organizational
elements’ (Lyytinen & Yoo, 2002, p. 377) that enables
mobility that is both physical and social for the players
involved (Kakihara & Sorensen, 2002). Do the specific
properties of mobile IS and the way they are enacted in
practice challenge the relevance of the panoptic metaphor
in understanding contemporary forms of organisational
control? To answer this question, we examine four inter-
related aspects in greater depth.

From a subdued prisoner to a voluntary participant
Mobile IS challenge the traditional roles and behaviours
of the panopticon’s observer – prisoner roles. Mobile users’
behaviour differs decidedly from how people interacted
with computers a decade ago (van der Heijden & Junglas,
2006). Since their launch in the mid-1980s as expensive
executive tools, mobile technologies have become stan-
dard, pervasive communication devices, giving birth to
mobile IS (De Saulles & Horner, 2011). As a result of the
lowered knowledge barriers, decreased cost, and wider
availability of both mobile devices and telecommunica-
tion networks, many people now demand the use of
mobile IS in both private and professional contexts, blur-
ring the boundaries between work and home (Middleton
& Cukier, 2006; Scheepers et al, 2006; Hislop & Axtell,
2011). They are now fashionable accessories, subject to a
contagion effect, such that people adopt, use, and ask for
them on their own. Many people carry powerful mobile
devices with them at all times; a seeming addiction to
mobile devices is prevalent as a cultural phenomenon even
among professionals (Mazmanian et al, 2006; Middleton &
Cukier, 2006). Thus, mobility has become an expectation
of users, who are willing to access their companies’ IS
regardless of space and time. Unlike other systems
deployed in organisational settings, such as enterprise sys-
tems or organisational databases, mobile IS have revolu-
tionised classical IT adoption logics, span business and
personal uses, and permeate whole societies (Lyytinen &
Yoo, 2002). Therefore, unlike IT-based panoptic arrange-
ments, which have long been initiated in companies by a
superior hierarchical authority without the consent of
those being controlled, mobile IS are frequently intro-
duced, adopted, and demanded by the employees, who are
not necessarily aware of their potential for control.

From hierarchical surveillance to distributed control The
direction and nature of surveillance are also challenged by
the use of mobile IS, because their properties enable more
distributed control. A collection of actors with various
goals interact through mobile IS and perform indirect sur-
veillance of one another’s activities. Although Foucault’s
(1977, p. 200) view of the panopticon considered the
individual ‘the object of information, never a subject in
communication’, the use of mobile IS implies that people
are not passive objects of information but rather active
participants in constant interactions and communication

flows (Munro, 2000). Conversely, the panoptic metaphor
does not reflect the mutual influences, interactions, and
reciprocal gazes (Haggerty & Ericson, 2000) that indivi-
duals exert on one another throughmobile IS use (Brivot &
Gendron, 2011). Unlike the panopticon, which relies on
the power of a few observers over the many through top-
down scrutiny, mobile IS provide a more ‘rhizomatic
assemblage’ of surveillance based on multiple and lateral
relationships (Haggerty & Ericson, 2000; Brivot &
Gendron, 2011; Doyle, 2011; De Saulles & Horner,
2011). Drawing on Deleuze & Guattari’s (1987) notion of
‘rhizomes’ – officially, plants that grow through inter-
connected root systems (Haggerty & Ericson, 2000) –

rhizomatic assemblages imply that individuals, groups,
organisations, and governments are continuously involved
as both agents and targets of surveillance (Brivot &
Gendron, 2011). For example, De Saulles & Horner (2011)
note that protestors in demonstrations can use mobile
phone cameras to record inappropriate police activity
while they are also being filmed by the police. Mobile IS
thus reject the image of an omnipotent Big Brother
(Haggerty & Ericson, 2000; Martinez, 2010) and instead
rely on more subtle forms of distributed and indirect con-
trol, based on continuous interactions and communica-
tion flows with other connected people.

From an enclosed physical prison to potential virtual
unbounded control The spatio-temporal framework of
IT-based control might evolve as a result of the first two
properties. Mobile IS further offer unprecedented possibi-
lities to access, manipulate, and share information on the
move (Cousins & Robey, 2005). Their properties provide
the possibility to extend the spatio-temporal framework of
organisations, because people can access their work envir-
onment, such as their company’s data, servers, applica-
tions, and management IS, beyond classical boundaries.
For example, they facilitate access to the company’s enter-
prise systems, such as inventory and customer relationship
management, and to productivity tools, such as e-mail
and scheduling (Cousins & Robey, 2005). Mobile IS use
thus transcends company boundaries (Scheepers et al,
2006; Hislop & Axtell, 2011). It helps reconstruct the rela-
tionship between time and space (Prasopoulou et al, 2006),
reflecting the emergence of a form of ‘multicontextuality’
(Henfridsson & Lindgren, 2005). Mobile IS can be experi-
enced, adopted, and used both at work and at home
(Scheepers et al, 2006; Hislop & Axtell, 2011), such that
engagement in practice is often characterised by an any-
where, anytime connectivity (Cousins & Robey, 2005).
However, such ubiquity implies that control is less boun-
ded to specific territories (e.g., companies’ physical
boundaries), and visibility is no longer limited to real-time
monitoring of behaviours. Unlike the panoptic archi-
tecture, which relies on enclosures to scrutinise indivi-
duals, monitoring and control in the mobile age are not
specific to geographical or temporal enclosures (Brivot &
Gendron, 2011). Recent studies in organisational theory
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argue that the meaning of enclosures thus is less obvious
(Martinez, 2010; Brivot & Gendron, 2011). The ‘super-
panopticon’ concept (Poster, 1990) already focuses on the
possible extension of the reach and scope of hierarchical
surveillance, by showing that geographical and physical
enclosures of the panopticon become unnecessary with
the power of new IT. Mobile IS may be experienced as an
‘electronic leash’ that extends far beyond organisational
boundaries (Jarveenpa & Lang, 2005; Middleton & Cukier,
2006; Wiredu & Sorensen, 2006). The demand that work-
ers provide almost permanent availability and urgent
responsiveness seems to have developed alongside the use
of mobile IS (Robey et al, 2004; Cousins & Robey, 2005;
Mazmanian et al, 2005, 2013), though recent research adds
nuance to this concern by showing that mobile IS do not
inherently lead to greater expectations of availability in
the workplace (Mazmanian, 2013). With these rapid tech-
nological changes and the various ways in whichmobile IS
enter into daily practice, management control seems to
have yielded to more flexible and mobile control logics.

From unilateral constraints to dialectics of control and
autonomy The enactment of mobile IS in organisational
contexts presents a dialectic of autonomy and control
(Arnold, 2003; Middleton & Cukier, 2006) that did not
exist in prior panoptic arrangements. The latter gave
almost no freedom to individuals (Foucault, 1977), con-
trary to the representation and experience of mobile IS as
instruments of autonomy and control. A paradox emerges,
in which the properties of mobile IS form particularly
equivocal tools in relation to hierarchical relationships
and control (Arnold, 2003; Cousins & Robey, 2005;
Jarvenpaa & Lang, 2005; Middleton & Cukier, 2006;
Mazmanian et al, 2013). Mobile IS’s capabilities provide a
new form of flexibility (Varshney, 2003) and offer promis-
ing opportunities for both businesses and individuals
(Middleton & Cukier, 2006), including immediate access
to information, greater productivity, fewer work con-
straints, and reduced coordination costs (Robey et al,
2004). However, companies can simultaneously engage in
‘digital traceability’ (Robey et al, 2004), which can generate
stress and raise issues related to the breakdown of barriers
between private and professional life (Cousins & Robey,
2005; Prasopoulou et al, 2006; Hislop & Axtell, 2011).
In this paradox, mobile IS offer both more freedom and
increased servitude (Jarvenpaa & Lang, 2005; Wiredu &
Sorensen, 2006). Although mobile IS may be engaged in
ways that promote flexible, responsive, dynamic organisa-
tions and non-bureaucratic control systems, they also
might be used as tools that reinforce control, availability
demands, and employee traceability. They can be experi-
enced as tools enhancing the independence and mobility
of the workforce, but their use can also preserve the ‘hier-
archical line’, even beyond company boundaries. Accord-
ing to Mazmanian et al (2013, p. 2), an ‘autonomy
paradox’ emerges from the use of mobile IS by profes-
sionals, which both increases their autonomy (by allowing

them to work anywhere, anytime) and diminishes it (by
catching them in a spiral of escalating engagement, such
that they work everywhere and all the time), producing
contradictory, unintended consequences.

From panoptic to ‘free’ control
The general tendency in IS research is to offer more
and more examples of creeping panoptic surveillance
(Haggerty & Ericson, 2000), yet engagement with mobile
IS in organisational practices also is revolutionising the
dynamics of management control, providing IS research-
ers with opportunities to revisit the panoptic metaphor
and possibly offer a new set of conceptual tools to theorise
about management control systems. In particular, we
assume that the use of mobile IS in organisational contexts
can open more mobile, reticular, and flexible control
logics, which we designate ‘free control’. The concept of
free control echoes the idea of a shift from disciplinary
societies to what Deleuze (1992, p. 174) calls ‘control
societies’ that ‘no longer operate by physically confining
people but through continuous control and instant com-
munication, enabled by developments in material tech-
nologies’. Unlike disciplinary societies characterised by
panoptic arrangements, control societies are based on
the elimination of physical enclosures and a free-floating
control facilitated by the development of modern IT.
The construct of ‘free control’ suggests that the ways
mobile IS are enacted in organisational contexts may
challenge the basic dimensions of control (its nature and
devices, the observer-observed relationship and location
of authority, the individual’s role in communication and
direction of control, its spatio-temporal framework, and
underlying principles). Our goal now is to specify each of
these dimensions, by questioning the logics of control that
are enacted with and through mobile IS, which seem to go
beyond simple panoptic arrangements.

Research method

Research design
We adopted an exploratory, contextualised, interpretive
research approach (Walsham, 2006), which is particularly
useful for achieving a deep understanding of a specific
phenomenon.We developed a qualitative exploratory case
study, which provides rich and solidly founded descrip-
tions and explanations of a process anchored in a local
context (Miles & Huberman, 1994). We drew on empirical
data collected in 2008 from a consulting company –which
we refer to as Bankco, to protect its confidentiality – in
which mobile professionals, who usually work outside the
office in client companies, were expected to use mobile IS
to perform their activities. The consulting field seems
particularly interesting in relation to our objectives,
because management must address specific issues, includ-
ing the tensions between autonomy and control, the
boundaries between professional and personal lives, and
the development of an organisational environment
favouring the consultant’s loyalty to the distant company.
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This French consulting company was founded in March
2001 and located in Paris; Bankco specialises in strategy
and bank marketing. It has maintained a leadership posi-
tion in this highly focused, young, and dynamic market,
characterised by strong demand linked to the growth of
banks. Bankco competes with both larger consulting com-
panies and smaller companies that specialise in banking
strategy. Its core business involves knowledge and infor-
mation management, based on services delivered by con-
sultants who are experts in strategy and bank marketing.
At the time of our study, Bankco was small, with clients
mainly located in the Parisian area and the north of
France. It employed 25 consultants, with diverse experi-
ence, ages (29–49 years), and profiles. To distance itself
from its competitors, Bankco strived to deliver high-
quality services to clients at a lower cost than other
companies. Projects were team based, headed by a man-
ager or associate; each team comprised both junior and
senior consultants, who collaborated on a daily basis to
complete projects successfully.
To support coordination at a distance, the company

dematerialised all its processes (from pay slips to reporting)
and was a fervent supporter of a ‘zero paper’ office. All
consultants (associate, seniors, and juniors) were equipped
with Wi-Fi laptops. However, as many of them explained,
it was very difficult to connect to their client’s network;
for security reasons, client companies (i.e., banking insti-
tutions) did not allow consultants to link to their local
network, which prevented consultants from accessing
their company’s data and e-mails. Consultants therefore
turned to other mobile technologies, such as sophisticated
mobile phones, PDAs, and smartphones, to be connected
everywhere and not have to depend on their client’s
network. At the time of this study (2008), all consultants
had been using mobile technologies to perform their daily
activities (e.g., sophisticated mobile phones, PDAs, smart-
phones) from 6months to 2 years. Such devices were quite
common for mobile knowledge professionals and had
started becoming more accessible in society as a whole.
In 2007, the company developed its own server, including
a client database, a small customer relationship system,
and diverse applications (reporting, time billing, holiday),
as well as productivity tools such as e-mail, shared agendas,
scheduling, and a knowledge-based system with shared
files. The consultants could access this system at distance,
through the mobile technologies with which they were
equipped, and thereby keep track of their client visits,
follow up with clients, and reach their peers. This set of
personal and professional mobile devices, systems, net-
works, and applications constituted a transparent, conve-
nient mobile IS, providing consultants with access
anytime and anywhere to organisational resources, even
as they moved from place to place.

Data collection and analysis
We collected different types of data to ensure triangulation,
in the context of a one-year, in-depth, longitudinal case

study. The primary data consisted of semi-directive inter-
views and field observations. First, we conducted 18 semi-
structured interviews with different levels of respondents
(Table 1). Each 60- to 120-min interview was conducted at
the company’s headquarters, on clients’ sites, or in public or
personal spaces the interviewees used for work, to better
understand their real work conditions. Each interview
covered open topics linked to their activity, the require-
ments of their mission, the nature of their projects, and
their relationships with clients. Other questions focused on
organisational, managerial, and relational aspects, as well as
the role of mobile IS in such interactions. Additional ques-
tions focused on the reasons for mobile IS adoption, the
potential changes its use brought, and its effect on relation-
ships with managers, peers, and clients; we strived to grasp
the daily uses of mobile IS and their effects on modes of
management and control systems, work practices, organisa-
tional structures, and professional and private lives. Our aim
was to obtain a rich description of mobile IS use to under-
stand the potential new forms of management and control
that might emerge, with and through mobile IS enactment.
We wanted to determine how they contrasted with or
resembled known panoptic IT-based control systems.
Second, over this 1-year study, we conducted a 30-day

observation of five consultants at several points in time,
to enrich our analysis (Table 2). We took notes each time
a consultant used mobile devices, recorded how he or she
interacted with others (e.g., e-mail, oral conversation), and
documented the number and length of the interactions.
We also asked these consultants to report and explain each
time they used mobile devices for professional reasons
beyond typical work hours (e.g., evenings, weekends).
Secondary data included internal documentation, meet-
ings, and press reviews.
We developed our qualitative analysis from an abductive

logic (Baskerville, 1999), characterised by both deductive

Table 1 Interviews at Bankco

Job categories Number of respondents

Junior consultants 7
Senior consultants 6
Associates 4
CEO 1

Total 18

Table 2 Observation days at Bankco

Consultants under observation Gender Number of days
of observation

Consultant junior 1 Male 6
Consultant junior 2 Male 5
Consultant junior 3 Female 4
Consultant senior 1 Male 9
Consultant senior 2 Male 6
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and inductive principles: We identified a priori the main
topics, but other topics also emerged from the transcrip-
tions, enabling us to consider new ways to conceptualise
mobile IS use’s effects on organisational control. To
ensure validity, we tape-recorded and fully transcribed the
interviews. We employed double-coding to check the
reliability of our analysis. The interviews were subjected
to a rich qualitative thematic analysis, using Nvivo soft-
ware. We identified three major categories, each of which
included several themes (‘nodes’) and dimensions: mobile
IS adoption (i.e., consultants’ self-equipment with mobile
IS); impacts on the organisation and managerial relation-
ships (i.e., flexibility, autonomy, trust and involvement);
behaviours and uses (i.e., purposeful self-disclosure, non-
stop work and continuous availability). Our content ana-
lysis helped us specify the dimensions of the new form of
control that emerges with mobile IS use (i.e., ‘free con-
trol’), and to compare them with the main characteristics
of panoptic control.

Results

Consultants’ self-equipment with mobile IS
Consultants worked in an environment characterised by
fierce competition. A general ambient discourse conveyed
the idea of ‘urgency’ and ‘hyper-reactivity’, as revealed by
the terms used by the CEO and managers, which revolved
around the ideas of ‘time pressure’, ‘time management’,
and ‘time optimisation’. In this context, time provided a
‘key strategic resource that every consultant has the duty
to manage at best’, as one manager noted. Clients were
charged a fixed rate, and consultants were expected to
increase their efficiency to gain time and money. Thus,
their time had to be efficiently managed, and collabora-
tion among consultants was encouraged. Instead of pro-
viding junior and senior consultants with a full suite of
mobile IS though, Bankco equipped them only with lap-
tops. As with most consulting companies, Bankco did not
have any formal policy regarding the deployment of
mobile IS for consultants. In contrast, the firm provided
mobile devices (e.g., PDA, smartphones) to associates, who
spent most of their time in the office. As most consultants
highlighted during the interviews, the problem with such
a deployment was that most of them, who worked at client
locations, could not connect to their client’s network with
their prescribed laptops for security reasons, and thus they
had difficulty accessing Bankco’s IS and client database,
reporting to their managers, sharing documents, and even
just checking their e-mails. Responsiveness and customer
satisfaction represented key performance measures in the
consultants’ jobs. Thus, they determined that mobile IS
use was a necessity, but they were left to find their own
equipment for professional purposes. Many consultants
shared the view, as expressed by one, that ‘without their
personal devices, the stress of not being always reachable
and connected would increase’. As a junior consultant
explained, ‘The mobile phone is never supplied to junior
consultants…. I use a personal PDA that I’ve bought for

me: I manage everything from this technology in real
time’. A senior consultant added, ‘I have to be reactive
and available for my clients, so I decided to invest in a
smartphone to get in touch with my clients, to make
phone calls or receive e-mails’. As a result, by mid-2008,
all consultants had bought personal mobile devices to
perform their daily work activities, access the company’s
mobile IS, and improve their job performance. They took
the initiative to equip themselves with mobile devices that
would both give them more autonomy and link them
more closely to the company and its resources.

Toward an agile and flexible organisation, based on trust
and consultant involvement
In this context, consultants increasingly were allowed to
work outside the office. To increase efficiency, optimise
time, and reduce office costs, the company had moved
toward an agile and flexible organisational form. Whereas
consultants used to go to the office several times a week to
meet their team members and managers, management
progressively encouraged them to work from home. As
the CEO mentioned, ‘Now that these technologies exist,
everybody can work away from the office…. We demater-
ialise a maximum of things, of information, so people can
access them at a distance very easily thanks to their
personal technologies’. An associate expanded this idea:
‘We decompartmentalise the organisation; we really
expect it to be more and more flexible, mobile, and
efficient. With these technologies that everybody now
has and use, such an organisation has become possible’.
Consultants appreciated the flexibility to work outside the
office, which provided them personal autonomy and
time optimisation linked to mobile IS use and offered
them the freedom to work anywhere. As one senior
consultant stated, ‘We can really organise ourselves as we
want. We have a complete autonomy with these tools, we
can do several things simultaneously, and lead several
lives’. Some consultants also recognised the abilities to
balance their professional and private lives better, as well
as decide on their own how to manage their time. As one
consultant explained, ‘I can stay home but work as if I was
at the company’. Another added, ‘With this organization
and these mobile technologies, I can mix personal and
professional uses of time, for example, to make personal
phone calls during the workday or to continue working for
the company in the evening after my children go to bed’.
Such an organisational structure was allowed because of

the deep trust that seem to characterise managerial rela-
tionships; management reported ‘trusting’ consultants to
stay engaged in workand the consultants apparently bene-
fited from a sense of freedom. The CEO claimed that the
company was characterised by ‘an extremely flat manage-
ment system’, typified by a supposed ‘absence of control’
and ‘a relationship of trust’: according to him, ‘Consul-
tants are very responsible; there’s no need to manage
them’. At first sight, the notions of trust, confidence,
and reliability seem to be the heart of interpersonal
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relationships. On the one hand, management discourse
revolved around the idea that ‘the company could rely on
consultants to be completely committed to work, even
at distance’, as stated by the CEO; on the other hand,
consultants ‘appreciate the trust that managers put in
them’, according to a junior consultant. A management-
by-objectives system applied, so that control was focused
on ‘deliverables’ (services provided to customers).
Moreover, mobile IS were enacted by both consultants

and managers in ways that built and reinforced trust.
The mobile IS that accompanied the consultants proved
that people did not need to be physically present to work
together and pursue their objectives. Some managers
related the trust they had in consultants’ engagement in
work to the metaphor of ‘visibility’ over the consultants’
work, enabled by the permanent connection of consul-
tants with the company. A manager recognised: ‘consul-
tants and managers rarely physically see each other, and
there’s no need to do otherwise since we are all connected
to each other’, before adding, ‘I have trust that they will
always try to do their best, even beyond my own expecta-
tions’. Furthermore, ‘I know what consultants in my team
do without seeing them’, stated one manager, adding,
‘even if they are alone, they are never alone. We follow
each other from a distance’. Clients, peers, and managers
all maintained indirect control over consultants’ activities,
largely due to the information network that linked the
consultant to the company and objectives. Service delivery
to clients meant immediate information feedback from
client to associates andmanagers. As one associate explained,
‘Clients are a key leverage in the consultant’s activity,
especially with the prevalence of mobile IS. They have the
phone numbers of our consultants, of managers as well,
and they don’t hesitate to pester us anywhere, anytime.
These technologies imply such reactivity that we immedi-
ately know how things are going’.
Moreover, teamwork constituted an important activity

among peers, which had been considerably reinforced
through the use of mobile IS. The projects on which
consultants and associates were collaborating required
continuous exchanges of information and constant com-
munication, which mobile IS tended to reinforce. Thanks
to the shared client database and files, which consultants
could access at a distance any time, the nature of collabora-
tion and time allocation spent on projects evolved sub-
stantially: The group generally decided to go on working
on projects without interruption, thanks to their mobile
IS, such that consultants took over for one another until
the project was finished. Some explained that they gen-
erally worked like a virtual team, at a distance from one
another but connected through their mobile IS, whether
on evenings or weekends, to finish projects that already
had been initiated. For example, our observation of a team
of junior consultants revealed that they subjected them-
selves to intense self-discipline, driven by time pressure,
which enabled them to finalise projects earlier than
expected by their manager. A junior consultant explained,
‘without these technological advances, it wouldn’t be

possible to have such an organization and to be so
efficient’. One of his colleagues further noted: ‘I don’t
regret at all to have bought personally this equipment, in
the sense that it enables me to be more productive and to
satisfy my manager’. As recognised by the associate who
supervised them, ‘I know they work at their maximum,
they strive to do their best…. Now everybody can be
connected to each other and can be linked to the com-
pany’s resources. These technologies are an inestimable
progress to increase the efficiency of the whole team’.

Consultants’ purposeful self-disclosure through
mobile IS use
Our observation revealed that no one wanted to be
considered a ‘weak link’, as one consultant noted, so that
mobile technologies were used at their maximum, even
beyond the company’s implicit expectations. Mobile IS
were enacted by consultants as tools to reinforce both their
commitment and the trust the company had put in them.
For example, some junior consultants used mobile IS as
‘proof’ to show their involvement with and loyalty to the
company, by working at a distance on shared files beyond
the classical workday hours to finish projects earlier than
expected, or by showing managers they remained on
call in the evenings and on holidays. Our observations
revealed hidden but intense competition among consul-
tants, which mobile IS helped create and continuously
reinforce through shared behaviours and emulation.
For example, fearing that his personal contribution

would not be rewarded at its fair value, a junior consultant
began sending e-mails late in the evening or on weekends
and holidays. Similarly, desiring to receive more recogni-
tion from their company, some consultants tried to
increase their visibility by showing more reactivity and
productivity (through an increase of the number of pro-
jects dealt with in a certain period of time, via the
intensification of work hours outside the classical workday
hours). Our observation underscored the role of consul-
tants in producing, through mobile IS use, the representa-
tions that the associates used to assess their work.
Consultants legitimated their work through specific uses.
That is, they engaged in purposeful self-disclosure of their
activities. Because of these actions and to justify their
commitment, the remaining consultants adopted the
same practices: ‘I’m working at home and I can’t afford
not being always connected. Reactivity is an integral part
of my job, and I don’t want people to think that I’m not
working if I don’t reply immediately when somebody
sends me an e-mail or calls me’. In the same way, another
consultant mentioned: ‘I have access anytime and any-
place to the company’s resources, such as the clients’ data
and the different projects…. We can really work anywhere
and anytime. Moreover, my mission is to optimise time:
so it’s completely normal to go on working until we are
too tired to continue, it’s like that’. Consultants implicitly
decided to demonstrate total engagement, through speci-
fic mobile IS uses that aimed to increase their efficiency
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and demonstrate their loyalty to the company. They
participated in producing representations of their activities
that were then used to monitor and enforce trust and
compliance.

Nonstop work and continuous availability as release
The most surprising observation was not that all consul-
tants continued working and interacting outside typical
business hours; it was that consultants really appreciated
this situation. Mobile IS caused the dissolution of the
boundaries between professional and private life, which
consultants deliberately contributed to and reinforced
through their uses, and which they particularly enjoyed.
Most consultants referred to the metaphor of ‘release’
to express their perceptions of mobile IS use. Far from
considering them an electronic leash, they viewed mobile
IS as ‘a way to free them’, according to one junior
consultant. The ‘ability to access the company’s IS, to
reach others and be reached at any time and everywhere’
was ‘an inestimable comfort’ to one of them. One senior
consultant also stated, ‘knowing that I can be reached
anywhere, anytime is really comfortable for me. I really
appreciate this permanent link I have with my colleagues
and the company’. Another compared ‘the permanent
access to the company’s resources at distance’ to ‘a luxury’
that enabled him to ‘be more efficient and to increase
the number of affairs’. Such perceptions resulted in inten-
sified uses of mobile IS both during and outside business
hours, such as to access the company system or productiv-
ity tools such as e-mails and scheduling, which con-
sultants found particularly comfortable, relieving, and
satisfying.
None of them indicated a compulsion or difficulty to

disengage with mobile IS. Only when they were questioned
about their behaviour did they begin recognising the
intensity of their mobile IS use. Yet a majority of consul-
tants still attributed their behaviour to personal choices: ‘It’s
not the company who asked me to be equipped with this
mobile device. It’s me who chose to do it. It’s me who
decided to be available and connected. I think it’s the least
I can do, given the autonomy I have and the trust they put
in me’, noted one consultant. They emphasised that man-
agement did not explicitly require continuous connectivity
and that it was their personal decision to work, to remain
available through mobile IS, and to integrate them into
their everyday lives, during or outside business hours. They
considered working outside traditional hours as ‘something
normal’ or a ‘moral obligation’. As one senior consultant
remarked, ‘It’s part of my function and responsibilities’.
One of his colleagues explained: ‘It’s normal to work out-
side normal hours, in the evening or at weekends. Even
during holidays, I need to stay in touch, to know what’s
happening and to answer quickly’.
Following a long socialisation process, they associated

specific values with their job, such as involvement, respon-
siveness, and discipline linked to time pressure. Shared
expectations (e.g., mobile IS use anywhere, anytime)

emerged from self-enforcing behavioural regularities and
led to the emergence of implicit norms of behaviour. The
norm that all consultants should be continuously con-
nected was progressively expected and associated with
unconscious guilt feelings in cases of unavailability, dis-
connection, or unreachability. Most consultants used
words related to ‘stress’ and ‘guilt’ to express how they
would feel if they could not be reached. Some managers
also agreed that consultants were even more rigorous,
conscientious, and hard-working when they worked from
home; because they witnessed such management trust,
they considered their own commitment a duty. Consul-
tants eventually accepted implicit organisational expecta-
tions as their own rules and believed that these rules
represented values that they had developed. As one man-
ager mentioned, ‘They put themselves under pressure;
they don’t need me to put the pressure to complete a
mission’. According to him, ‘the internalisation of certain
demands, coupled with the use of appropriate technolo-
gies, leads to a kind of surpassing oneself’. The autonomy
given to consultants and the trust management put in
them were thus allowed and encouraged, because manage-
ment could expect an unfailing response from consul-
tants, who internalised this form of self-control.

Discussion: on ‘free control’
This study offers empirical evidence that the ways mobile
IS are engaged affect the dynamics of organisational con-
trol, providing IS researchers with an opportunity to revisit
the panoptic metaphor. Foucault’s (1977) ideas about
panoptic disciplinary power, visibility, self-control, and
the production of subjects remain pertinent (Martinez,
2010; Brivot & Gendron, 2011). However, the panoptic
metaphor cannot do justice to the complexities and
subtleties of the new control logics enacted with and
through mobile IS, which are simultaneously more subtle,
invisible, insidious and increasingly difficult to resist. To
contemporise the panoptic metaphor and theorise about
management control systems embedded in mobile IS use,
the concept of ‘free control’ (i.e., a free-floating control
based on the elimination of physical enclosures) seems
particularly insightful. Following an abductive logic, we
progressively built on this concept by comparing the
themes that emerged from collected data with a literature
review that reveals the limitations of the panoptic meta-
phor (Haggerty & Ericson, 2000; Munro, 2000). From our
analytical coding, we identified four main characteristics
of free control: a shift in the location of authority, the
emergence of a time-related control system, trust-based
control, and unawareness of the control being exercised.
Each characteristic is connected to the interrelated limita-
tions of the panoptic metaphor. Table 3 provides a synth-
esis of these characteristics, as observed at Bankco.
First, the evolution toward free control implies a shift in

the location of authority, in that organisational actors take
increasingly active roles in the control process. Echoing
the evolution ‘from a subdued prisoner to a voluntary
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participant’, our case shows how professionals legitimise
technology and the underlying control system through
their own initiative to adopt mobile IS and their practices
and obedience with organisational underlying rules. The
findings reveal that organisational members are not pas-
sive participants, as in the panoptic arrangement, but
rather active players who strive to shape the perceptions
of the observers. The new control logics suggest that
consultants play an active role, because they behave
according to their interpretations of others’ perceptions.
Whereas the ultimate goal of the panoptic arrangement is
to automate discipline through self-monitoring, thus ren-
dering the physical presence of the watcher unnecessary
(Foucault, 1977), the professionals in this study rely on the
watchers and even play with them, as they seek to
promote certain representations of themselves through
their behaviours (Roberts, 2009; Brivot & Gendron, 2011).
Furthermore, whereas panopticon participants have no
choice other than to obey, the professionals tried to
influence others’ (peers’ and superiors’) perceptions of
their loyalty and commitment through their mobile IS
uses. New ‘games of visibility’ (Brivot & Gendron, 2011)
thus emerged from mobile IS use. Yet such games also
helped build shared expectations that could turn against
these professionals. Shared expectations acted as more or
less coercive norms of communication that people needed
to respect (Mazmanian et al, 2013). For example, the
professionals participated directly in the construction of
their own control by implicitly adhering to an anytime,
anywhere responsiveness norm (Mazmanian et al, 2006;
Middleton & Cukier, 2006). Contrary to the panoptic
arrangement, in which prisoners were isolated, people in
the free control logic are free to interact and create their

own rules that govern their behaviour. As consultants
experienced the possibilities of their mobile IS and inter-
acted with others, they developed shared understandings
of their use (Mazmanian et al, 2006, 2013). Shared assump-
tions of availability and responsiveness in turn became
shared expectations, which also redefined norms of com-
munication, expectations of availability, and the bound-
aries of the workday (Mazmanian et al, 2013). Consultants
were not controlled by the will of a powerful other; rather,
it was the collection of organisational actors who inter-
acted through mobile IS and performed indirect surveil-
lance of one another’s activities, reflecting the evolution
‘from hierarchical surveillance to a more distributed con-
trol’, that governed their norms. The ideas of a shift in the
location of authority and a more active role of people in
their own means of control deserve more attention. In
the age of mobile IS, social media, and a user-based
Internet, the active role of individuals in IT-based control
systems has increased and takes various forms (e.g.,
co-construction of norms through IT use, compliance with
organisational rules embedded in new IT, production of
electronic tracks by IT users), depending on the population
(Brivot & Gendron, 2011).
Second, a key change in control systems introduced by

mobile IS involves the emergence of a time-related control
system. This time-related control system appears as physi-
cal boundaries in space disappear, so that it compensates
for the ubiquity that characterises the way mobile IS are
enacted (Leclercq-Vandelannoitte, 2013). Rather than set-
ting expectations based on physical presence, expectations
of performance are set by demonstrating time on the job.
Many respondents (especially managers and associates)
relied on the metaphor of a time-based discipline, which

Table 3 Summary of findings: the main characteristics of free control at Bankco

Characteristics of free control Description

Shift in the location of authority Self-equipment with mobile IS and legitimation of underlying control system
Obedience to organisational underlying rules
Demonstration management, new games of visibility via mobile IS use
Co-construction of means of control
Complete internalisation of the new control logics, satisfaction in this constraining situation

Emergence of a time-related system Circulation of people freely beyond the physical boundaries of the company
Time pressure as a means of control over people who, by definition, are mobile in space and visually
ungovernable
Implicit adhesion to an anytime, anywhere responsiveness norm
Constitution of a more intrusive, ceaseless, and real-time shaping minds

Trust-based control Trust as a corollary of new control logics
Enactment of mobile IS to build and reinforce trust
Evolution towards an agile and flexible organisational form, flat management
Existence of trust relationships favoured by management strong expectations
Profound engagement (internalisation of organisational norms embedded in technology use)

Unawareness of the control being
exercised

Use of mobile IS by people as a means to pursue their own goals
New control logic, based on people’s total involvement
Subjectivity as a source of control and self-discipline
Coercive autonomy
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provided control over people who, by definition, are
‘mobile in space’ and ‘visually ungovernable’, as noted by
the CEO. Free control implies that people can circulate
freely, beyond the physical boundaries of the company;
however, more intrusive, ceaseless, and real-time influ-
ences shape their minds and regulate their activity. Our
case study reveals an implicit demand from management
for consultants to increase their performance (i.e., number
of affairs treated in a given amount of time) and reactivity;
professionals felt the need and urgency to self-equip with
technologies, further contributing to their own control.
A time pressure also emerged from the consultants’ use
of mobile IS and became an organisational norm that
they fully internalised. As a result, beyond panoptic enclo-
sures, mobile IS enactment by consultants has given
management a degree of control over these professionals’
behaviours that the company cannot manage physically.
Time appears as a governance technique (Foucault, 1977)
and serves to control organisational members who are
not compartmentalised in space. Moreover, control over
these professionals’ activities is exercised over the tem-
poral boundary between their workday and personal
life, as shown by our observation of five consultants
(Prasopoulou et al, 2006; Hislop & Axtell, 2011). Mobile IS
thus prefigure the emergence of a new sociotemporal order
in companies, which is based on technological properties
and users’ behaviours (Prasopoulou et al, 2006). Embody-
ing the evolution ‘from an enclosed physical prison to
potential virtual unbounded control’, the idea of time-
based control reveals the subtlety of modern IT-based
control systems and deserves more attention. Deleuze
(1992, p. 447) argues that ‘the conception of a control
mechanism, giving the position of any element within an
open environment at any given instant (whether animal
in a reserve or human in a corporation, as with an electronic
collar), is not necessarily one of science fiction.… What
counts is not the barrier but the computer that tracks each
person’s position’. In the mobile age, management can
go beyond spatial boundaries to control people through
time-based discipline. Through mobile IS use, time can
effectively become a governance technique: It is an instru-
ment for locating people (through control of time spent on
sites or obligation for mobile staff to report in real time),
but it also can be more pernicious, acting as an organisa-
tional norm exerted on the minds of individuals.
Third, the findings emerging about free control empha-

sise a concept not found in Foucault’s (1977) view of
panopticon – namely, the concept of trust (Benbasat et al,
2010). Beyond panoptical arrangements, the case reveals
how mobile IS are enacted by both managers and con-
sultants in ways that serve to build, legitimate, and
reinforce trust. Foucault’s work explores disciplinary
mechanisms such as surveillance, visibility, and normal-
isation, providing clear conceptual insights into the evolu-
tion of organisational control systems (Zuboff, 1988; Poster,
1990). But he pays little attention to the relationships of
trust that underlie these modes of control. Our findings
suggest that the free control system relies on trust

relationships coupled with the use of mobile IS, which
render possible the evolution ‘from an enclosed physical
prison to potential virtual unbounded control’. Although
the concept of trust has taken centre stage in IS research –

such as through a better understanding of the antecedents
and consequences of trust in online environments
(Benbasat et al, 2010) – it has rarely been conceived of in
combination with the emergence of new disciplinary
practices embedded in technology use. Our findings reveal
how trust can be a corollary of new control logics and a
basis for disciplinary practices inscribed in technology use.
In this way, in IT-supported environments, characterised
by prevalent mobile IS and social media, trust can develop
with the aid of IT through disciplinary and self-disciplin-
ary mechanisms. Further in-depth research should study
how various control systems rely on distinctive relation-
ships of trust, in keeping with the different visions of the
mobile populations concerned. Flexibility, autonomy,
mobility, and movement are encouraged by management
to increase their trust in consultants. These relationships
result from management’s ideas of the populations in
question and reflect a far broader process of socialisation
and training of individual members. However, such
trust relationships also are rendered possible because
management can expect profound engagement from pro-
fessionals, linked to their prior internalisation of organisa-
tional norms embedded in technology use, as translated
in the emergence of a more voluntary participant. As
a consequence, mobile IS are engaged by consultants as
instruments that legitimise the trust the company puts
in them, leading them to produce and conform to the
representations that managers use to assess their perfor-
mance (total commitment and availability).
Fourth, and as a result of the shift in the location of

authority, by internalising values associated with mobile
IS, these professionals participate in and purposefully
construct a process of urgency, reactivity, and habit that
may leave them unaware of the control being exercised,
which renders it even more pernicious. The concept of
free control overturns the notions of the autonomy and
empowerment of consultants by showing that the organi-
sation demands new, more subtle, invisible, and insidious
constraints. Critical studies have shown that technological
changes may ‘disguise control in the rhetoric of emancipa-
tion’ (Jermier, 1998, p. 235). Our findings reinforce this
argument by showing that mobile IS offer flexibility and
freedom that, at the same time, are disguised forms of
‘coercive autonomy’ (Hayes & Walsham, 2000). The com-
pany’s disclosure and use of mobile IS increase profes-
sionals’ autonomy and flexibility and address some
inherent expectations related to their social life (e.g.,
choice of moments, increased mobility). Self-discipline,
the search for satisfaction and equilibrium in professional
and private spheres (Middleton & Cukier, 2006; Prasopoulou
et al, 2006; Scheepers et al, 2006), and the emergence of
personal reflexivity explain how these professionals were
led to use the technology to pursue their own goals, while
also implicitly subscribing to new constraints they helped
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build (Mazmanian et al, 2013). The emergence of free
control thus confirms the evolution ‘from unilateral con-
straints to dialectics of control and autonomy’. Consul-
tants internalised highly constricting norms and values
that embody a real duty of engagement and involvement.
Constant availability, permanent reactivity, and an obliga-
tion to achieve provided a counterpoint to the flexibility,
mobility, ubiquity, and remote work enabled by mobile IS
and engaged in managerial discourses. They also gave rise
to a new control logic, based on the total involvement of
the professional. This control of involvement means that
subjectivity becomes a source of control and self-disci-
pline. The norms these professionals co-constructed are
more easily accepted because they act on their minds and
subjectivity. Consultants developed a moral obligation
towards what was initially a simple reinforcement of their
autonomy and mobility. Ironically, these professionals
wound up losing their most crucial resource: time.
In summary, ‘free control’ can be understood as a

conceptual tool that enables us to rethink our approach
to organisational control and the relationships of indivi-
duals to organisations in a mobile age. The case study
shows how consultants receive encouragement fromman-
agement to ‘free’ themselves from legal timetables and
traditional workplaces to conduct their activities. They are
fully aware of the need to be reactive, reachable, and
efficient, so they equip themselves with mobile IS, which
provide ubiquity. These professionals are autonomous,
independent, mobile, flexible, and free to carry out their
activities beyond the company’s spatio-temporal bound-
aries. However, the findings also reveal the emergence of a
subtle, invisible form of free control through the use of
mobile IS. An information network keeps professionals in
close proximity to the company (Zarifian, 2004) and even
leads them to build their own control through the co-
construction of a norm of permanent availability. The
notion of anywhere, anytime connectivity is not new
(Robey et al, 2004; Cousins & Robey, 2005; Mazmanian
et al, 2005; Middleton & Cukier, 2006); organisational
socialisation and self-subjugation already have appeared
in past research as mechanisms of particularly pernicious

forms of organisational control (Deetz, 1997; Alvesson &
Willmott, 2002; Kärreman & Alvesson, 2004), such that
knowledge professionals purposefully abdicate control
over when, where, and how much they work (Michel,
2011), especially through mobile IS use (Mazmanian et al,
2013). Our findings contribute to this line of research by
suggesting that this dynamic warrants a re-examination of
the panopticon metaphor. In particular, the proposed
concept of free control helps illustrate the paradoxes
located in the renewed control logics induced by the
enactment of mobile IS in organisational contexts.
Our analysis enables us to specify the dimensions of ‘free

control’ and to compare them with the characteristics of
panoptic control. Unlike hierarchical surveillance based
on constant visibility by a superior authority, free control
involves more distributed control, relying on an informa-
tion network through which voluntary participants build
the means of their own control. Whereas participants used
to be objects of unilateral communication in panoptic
arrangements, free control implies they are subjects of
more interactive and lateral communication processes.
Whereas enclosure, immobility, and physical boundaries
constrain action, free control relies on disclosure, mobility,
and ubiquity, enabled by and enabling the construction of a
time-related discipline. Rather than top-down scrutiny of
bodies and behaviours, free control favours trust-based con-
trol, built with and through the enactment of mobile IS,
which induces a control of involvement. Table 4 synthesises
this comparison of free control with panoptic control.

Concluding comments
Foucault (1983) ultimately recognised that top-down scru-
tiny and the total subjection of individuals enabled by
panoptic arrangements were an oversimplification (Brivot
& Gendron, 2011). Although Foucault predicted the end of
the disciplinary society, he did not apply his reflections
to these largely disciplinary technological sources of free
control mechanisms, liberated from all forms of enclosure.
Yet mobile IS use has reshaped traditional strategies of
organisational IT-based control. This article provides

Table 4 Comparison of panoptic and free control characteristics

Panoptic control Free control

Nature of control Hierarchical surveillance Distributed control

Control devices Constant visibility Information network

Location of authority Superior authority Voluntary participants

Individual’s role in communication Object of information Subject in communication

Direction Unilateral Interactive and lateral

Spatio-temporal framework Enclosure
Immobility
Physical boundaries
Bounded times, legal timetables

Disclosure
Mobility
Ubiquity
Real, intrusive, ceaseless time, time-related discipline

Underlying principles Top-down scrutiny over bodies
Behaviour scrutinising

Trust
Control of engagement/involvement
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conceptual and empirical evidence of the limitations of
the panoptic metaphor in informing the control potential
of mobile IS. It contemporises the panoptic metaphor
through a renewed conceptualisation of control induced
by mobile IS use. The concept of free control implies that
a powerful information network keeps professionals in a
position of ‘allowed subjection’. Through the use of
mobile IS, these professionals implicitly build and adhere
to a norm of constant availability that acts as an invisible
but powerful constraint on their minds. Professionals are
flexible, mobile, and autonomous, but their freedom and
the trust they receive from management have a price:
insidious control over their total involvement.

Conceptual contributions
As mobility becomes a central feature of society, exploring
the evolution of control systems in relation to mobile IS is
a key issue for IS researchers. The increased power and
prevalence of mobile IS, and their entanglement in peo-
ple’s everyday activities, require IS researchers to revisit
assumptions about fundamental dimensions of human
experience, namely, space and time, and their relation-
ships with human behaviours and activities beyond the
organisation’s classic boundaries. Through the concept of
free control, this study makes visible the invisible control
logics that operate through mobile IS and offer themselves
as release and freedom and are thus more pernicious. By
doing so, it invites IS researchers to rethink the role of
the organisation’s spatio-temporal framework. More than
ever, control and surveillance exist in a world of flows and
mobility (Lyon, 2002), in which a time-related discipline
compensates for the disappearance of physical boundaries
and the ubiquity allowed by mobile IS. Mobility and the
enactment of mobile IS create a virtual space of action
and control, which goes beyond the physical boundaries
of the organisation through its cognitive or symbolic
dimensions. Organisational control increasingly relies on
idealised spaces based on trust and total involvement,
constituted through material artefacts. Mobility implies
that spaces are not only physical architectures but also
symbolic areas in which time discipline, regulation, and
control processes are co-constructed by people through
specific technology uses.
This research extends some prior results, which have

shown how mobile IS are often enacted in a manner that
intensifies expectations of availability, responsiveness,
and subjugation of individual time to organisational
concerns (Robey et al, 2004; Cousins & Robey, 2005;
Mazmanian et al, 2005; Middleton & Cukier, 2006). How-
ever, it is not always the case, depending on the context
under study. Mazmanian (2013) for example suggests that
mobile IS do not inherently lead to increased expectations
of availability in the workplace, as shown by the emer-
gence of homogeneous and heterogeneous trajectories of
use. The results thus demand some nuance, because people
might engage the same technology to create different
patterns of use depending on social, organisational,

political, and functional contexts (Mazmanian, 2013).
Furthermore, beyond the negative aspects of mobile IS
use, we must recognise the power of information technol-
ogies to symbolise stress, which leads people to invoke
mobile IS applications as a ‘cultural symbol of the overload
they experience’ that ‘distracts them from recognizing
other sources of overload in their work lives’ (Barley et al,
2011, p. 887).

Practical contributions
Exploring the managerial challenges raised by mobile IS
becomes an increasingly important task as mobility and
flexible working practices grow more widespread. How-
ever, there is a dearth of IS research on this subject (Robey
et al, 2004; Scheepers et al, 2006; De Saulles & Horner,
2011). As mobility and mobile IS get enacted in ways that
potentially transform social relationships, this study
reveals the nature and the depth of the behavioural social
impacts of mobile IS and shines new light on issues of
control and stress. By revolutionising the spatio-temporal
framework of organisations, mobile IS affects key func-
tions of management, such as supervision and control,
which evolve towards more open and mobile forms. These
renewed forms of control inevitably raise the question of
ethics and organisational social responsibility. Ethical
issues are particularly important in terms of the control of
workers’ activities and performances, and they are all the
more salient as mobile IS generate a form of remote
control, both during and outside working hours, blurring
the boundaries between professional and personal lives.
Our research suggests a need for companies to reflect
on the kind of practices they want to promote through
mobile IS use. Given the behavioural and social impacts
of mobile IS, we suggest the need to rethink managerial
methods based on the development of new rules governing
mobile IS uses, to enhance employees’ well-being while
keeping their efficiency. Thus management should question
the uses of mobile IS and provide guidelines for their
employees about relevant and effective uses of technologies,
to encourage work–life balance (Middleton & Cukier, 2006).

Limitations and further research
This study also has some limitations, which provide a
potential basis for additional IS research. We conducted
an exploratory study in a single company, a small consult-
ing agency, which presents some specificities compared
with larger companies in other fields that implement
company-wide enterprise systems. For example, the small
size, activity, company structure, and relatively low level
of formalisation might explain the deployment logic of
mobile IS and evolution of control systems. Moreover,
consulting is a very specific activity, characterised by close
client interaction that is quite stressful, which also could
explain the nature of our findings. Furthermore, since
2008 (time of data collection), mobile IS have become
much more common and widespread in society. In this
rapidly changing environment, it thus seems crucial to
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keep studying the dynamics of technological control as
they may continue to evolve. The findings thus need
greater nuance, to identify various trajectories of mobile
IS use according to the context (Mazmanian, 2013); they
could be validated with empirical research and field testing
in other contexts and in application to other technologies.
It would be interesting to advance findings related to the
shift in the location of authority, the emergence of a time-
based discipline, the question of trust in IT-based control
systems, and the development of more subtle forms of

control that people co-construct. Beyond the specificities
of our case study, the findings echo the evolution of our
highly mobile, modern society, characterised by the
advent of increasingly sophisticated mobile IS, networked
computer databases, and social media, where users gain
more active roles, raising important questions in terms of
control, surveillance, and trust. Our findings thus might
extend to other kinds of technologies and contexts, to
enable IS researchers to capture the evolution of the nature
of IT-based contemporary control.
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